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Konfiguracja Multi Factor Authentication w usłudze Office365 
 

1. Po uruchomieniu MFA przez administratora 

podczas logowania zostaną państwo poproszeni  

o podanie dodatkowych informacji. Klikamy 

„Dalej” 

 

 

 

 

 

 

 

 

 

2. Do wyboru są dwie metody weryfikacji: za pomocą 

aplikacji mobilnej lub jednorazowym kodem sms. Aby 

zmienić metodę na kod SMS należy wybrać opcję „Chcę 

skonfigurować inną metodę” 

 

 

 

  



Potwierdzenie logowania w aplikacji mobilnej poprzez zatwierdzenie 

powiadomienia 
 

1. W pierwszym kroku należy pobrać aplikację. Można to 

zrobić klikając na odpowiedni dla naszego systemu 

odnośnik lub bezpośrednio ze sklepu Google lub App 

Store (należy zwrócić uwagę na ikonę instalowanej 

aplikacji, musi być taka sama jak na załączonym zrzucie 

ekranu). Klikamy „Następne” 

 

 

 

 

 

 

 

 

 

 

2. W kolejnym kroku uruchamiamy aplikację, zezwalamy na powiadomienia oraz dodajemy 

Konto Służbowe 

 

 

 

 

 

 

 

 



3. Konto dodajemy skanując kod QR wyświetlony w kolejnym kroku.  

 

 

4.  Po pomyślny dodaniu konta w kolejnym kroku sprawdzamy poprawność działania metody. 

 

 

 

 

 

 

 

 

 

 

 

 

 



5. Po pomyślnym skonfigurowaniu aplikacji możemy kontynuować logowanie. 

 

 

 

6. Podczas pierwszego logowania domyślnie zaznaczona jest 

opcja „Nie pytaj ponownie przez 90 dni”, dzięki czemu nie 

będziemy proszeni o potwierdzenie logowania na danym 

urządzeniu i/lub przeglądarce przez kolejne 90 dni. 

 

 

 

 

 

 

 

 

 

  



Potwierdzenie logowania jednorazowym kodem SMS 
 

1. Na poniższym ekranie wybieramy opcję „Chcę skonfigurować inną metodę” 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

2. Z listy wybieramy telefon 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

3. W kolejnym kroku zmieniamy kod kraju na Polska i 

podajemy numer telefonu, na który mają przychodzić 

jednorazowe kody i przechodzimy dalej.  

 

 

 

 

 

 

  



 

4. Otrzymamy sms z kodem, który musimy wpisać w kolejnym kroku 

 

 

 

 

 

 

 

5. Po wpisaniu kodu otrzymamy informację o udanym skonfigurowaniu metody. 

 

 

7. Następnie przechodzimy do logowania. Wybieramy 

opcję: „Wyślij wiadomość SMS na numer…”. Podajemy 

kod otrzymany w wiadomości SMS.  

 

 

 

 

 

 

 

8. Podczas pierwszego logowania domyślnie zaznaczona 

jest opcja „Nie pytaj ponownie przez 90 dni”, dzięki 

czemu nie będziemy proszeni o potwierdzenie 

logowania na danym urządzeniu i/lub przeglądarce 

przez kolejne 90 dni. 

 

  



Zarządzanie metodami autentykacji 
1. Aby zarządzać metodami autentykacji należy kliknąć na swój awatar, wybrać 

„wyświetl konto” i w sekcji Informacje zabezpieczające wybrać „zaktualizuj 

informacje”. 

 

 

 

2. Istnieje możliwość używania obu metod autentykacji. Aby dodać drugą metodę 

wybieramy „Dodaj metodę logowania”  

 

 

 

 

 

 

 

3. Podczas używania obu metod, podczas logowania mamy do 

wyboru zatwierdzenie logowania w aplikacji mobilnej, podanie 

kodu weryfikacyjnego, lub kodu SMS 

 

 

 

 

 

 

 

 

 

 

 



4. Kod weryfikacyjny otrzymamy po kliknięciu w dodane konto w aplikacji mobilnej. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


